
GDPR Policy / Cookies

As a company The Health & Confidence Coach makes the following promises to keep you and

your personal Data Safe.

Below is a list of what we will do with your data depending on whether you have enquired or

are a client/member.

Any enquiries that have contacted us:

- We will contact you about what you got in touch for. This will be regarding Online

personal training /lifestyle and self development coaching.

- We will call/text/email to follow up on your enquiry to make sure we can help you in the

best way possible.

- We will store your data on a safely secured desktop. Both the desktop is password

protected, along with the file and any specific document that has your data on it.

- If you do not get in contact, we will store your data and send you the occasional

text/email to see whether you would still be interested in any of our services.

- If you have not responded to any of our messages your data will be destroyed after 6

months of being on our system.

- If you contact us and say you no longer wish to receive communications from us we will

destroy your data immediately.

- If you get in contact with us for whatever reason we decide that our program is not best

for you, we will ask your permission to refer you to someone who will be able to help

you better.

We will never:

- Sell your data (to anyone).

- Use Non GDPR compliant 3rd party companies.

- Contact you about anything other than our services.

- Misuse your data.

- Mishandle your data.



Any members/clients will receive the same due care and attention as any leads as well as:

- We will only contact you in a professional manner.

- Any personal data that you have shared with me will be treated discreetly.

Below is the specific Data that we may use for marketing, advertising and selling purposes and

to procedures that will follow:

- Results will ONLY be shared with the clients permission via written confirmation (Text

Message, WhatsApp or Facebook does apply).

- Pictures taken of exercise classes will be sent directly to the group of which the photos

were taken, if there is a specific photo that a member does not want sharing then they

are to contact me and state so. Please note any photos taken will be on the group for 3

days, if at this point we hear nothing we may use the photos for marketing and

advertising purposes.

- Videos taken will be dealt with in the same manner as photos.

Again, we will Never:

- Sell your data (to anyone).

- Use Non GDPR compliant 3rd party companies.

- Contact you about anything other than our services.

- Misuse your data.

- Mishandle your data.

As a gesture of good will and transparency below is a list of all the 3rd party companies that we

use where your data may be stored. Please note we ensure that we only work with companies

who are also GDPR compliant:

- Facebook/Instagram/Whatsapp

- Stripe

- Click Funnels

- Typeform

- Trainerize

- TreeTops Chartered Accountancy

- Google Business

- Lead pages

- Zapier



Cookie Policy

Last updated 05/2021

INTRODUCTION

The Health & Confidence Coach may use cookies, web beacons, tracking pixels, and other

tracking technologies when you visit our website www.thehealthandconfidencecoach.com,

including any other media form, media channel, mobile website, or mobile application related or

connected thereto (collectively, the “Site”) to help customize the Site and improve your

experience.

We reserve the right to make changes to this Cookie Policy at any time and for any reason. We

will alert you about any changes by updating the “Last Updated” date of this Cookie Policy. Any

changes or modifications will be effective immediately upon posting the updated Cookie Policy

on the Site, and you waive the right to receive specific notice of each such change or

modification.

You are encouraged to periodically review this Cookie Policy to stay informed of updates. You

will be deemed to have been made aware of, will be subject to, and will be deemed to have

accepted the changes in any revised Cookie Policy by your continued use of the Site after the

date such revised Cookie Policy is posted.

This Cookie Policy was generated by Termly’s Cookie Consent Manager.

USE OF COOKIES

A “cookie” is a string of information which assigns you a unique identifier that we store on your

computer. Your browser then provides that unique identifier to use each time you submit a query

to the Site. We use cookies on the Site to, among other things, keep track of services you have

https://termly.io/products/cookie-consent-manager/


used, record registration information, record your user preferences, keep you logged into the

Site, facilitate purchase procedures, and track the pages you visit. Cookies help us understand

how the Site is being used and improve your user experience.

TYPES OF COOKIES

The following types of cookies may be used when you visit the Site:

Advertising Cookies

Advertising cookies are placed on your computer by advertisers and ad servers in order to

display advertisements that are most likely to be of interest to you. These cookies allow

advertisers and ad servers to gather information about your visits to the Site and other websites,

alternate the ads sent to a specific computer, and track how often an ad has been viewed and by

whom. These cookies are linked to a computer and do not gather any personal information

about you.

Analytics Cookies

Analytics cookies monitor how users reached the Site, and how they interact with and move

around once on the Site. These cookies let us know what features on the Site are working the

best and what features on the Site can be improved.

Our Cookies

Our cookies are “first-party cookies”, and can be either permanent or temporary. These are

necessary cookies, without which the Site won’t work properly or be able to provide certain

features and functionalities. Some of these may be manually disabled in your browser, but may

affect the functionality of the Site.



Personalization Cookies

Personalization cookies are used to recognize repeat visitors to the Site. We use these cookies

to record your browsing history, the pages you have visited, and your settings and preferences

each time you visit the Site.

Security Cookies

Security cookies help identify and prevent security risks. We use these cookies to authenticate

users and protect user data from unauthorized parties.

Site Management Cookies

Site management cookies are used to maintain your identity or session on the Site so that you

are not logged off unexpectedly, and any information you enter is retained from page to page.

These cookies cannot be turned off individually, but you can disable all cookies in your browser.

Third-Party Cookies

Third-party cookies may be place on your computer when you visit the Site by companies that

run certain services we offer. These cookies allow the third parties to gather and track certain

information about you. These cookies can be manually disabled in your browser.

CONTROL OF COOKIES

Most browsers are set to accept cookies by default. However, you can remove or reject cookies

in your browser’s settings. Please be aware that such action could affect the availability and

functionality of the Site.



For more information on how to control cookies, check your browser or device’s settings for how

you can control or reject cookies, or visit the following links:

Apple Safari

Google Chrome

Microsoft Edge

Microsoft Internet Explorer

Mozilla Firefox

Opera

Android (Chrome)

Blackberry

Iphone or Ipad (Chrome)

Iphone or Ipad (Safari)

In addition, you may opt-out of some third-party cookies through the Network Advertising

Initiative’s Opt-Out Tool.

OTHER TRACKING TECHNOLOGIES

In addition to cookies, we may use web beacons, pixel tags, and other tracking technologies on

the Site to help customize the Site and improve your experience. A “web beacon” or “pixel tag” is

tiny object or image embedded in a web page or email. They are used to track the number of

https://support.apple.com/guide/safari/manage-cookies-and-website-data-sfri11471/mac
https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DDesktop&hl=en
https://support.microsoft.com/en-us/windows/microsoft-edge-browsing-data-and-privacy-bb8174ba-9d73-dcf2-9b4a-c582b4e640dd
https://support.microsoft.com/en-gb/help/17442/windows-internet-explorer-delete-manage-cookies
https://support.mozilla.org/en-US/kb/enhanced-tracking-protection-firefox-desktop?redirectslug=enable-and-disable-cookies-website-preferences&redirectlocale=en-US
https://help.opera.com/en/latest/
https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DAndroid&hl=en&oco=1
https://docs.blackberry.com/content/dam/docs-blackberry-com/release-pdfs/en/device-user-guides/BlackBerry-Classic-Smartphone-10.3.3-User-Guide-en.pdf
https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DiOS&hl=en&oco=1
https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DAndroid&hl=en&oco=1
http://optout.networkadvertising.org/?c=1
http://optout.networkadvertising.org/?c=1


users who have visited particular pages and viewed emails, and acquire other statistical data.

They collect only a limited set of data, such as a cookie number, time and date of page or email

view, and a description of the page or email on which they reside. Web beacons and pixel tags

cannot be declined. However, you can limit their use by controlling the cookies that interact with

them.

PRIVACY POLICY

This Cookie Policy is part of and is incorporated into our GDPR / Privacy Policy. By using the

Site, you agree to be bound by this Cookie Policy and our Privacy Policy.

CONTACT US

If you have questions or comments about this Cookie Policy, please contact us at:

The Health & Confidence Coach

Email: Thehealthandconfidencecoach@gmail.com


